
Ransomware Codex:
Know the threat



Crypto Ransomware
The most common type of ransomware attack. 
Encrypts data on a computer or network and 
holds it hostage until a fee is paid.

Locker Ransomware
Less common than crypto - this type of attack
targets a users device and locks them out of it

until a ransom is paid.



Scareware
Masquerading as an anti-virus detection 
software, it will trick users into thinking their 
system is infected and prompt them to take 
immediate action to wipe their system of 
virues by paying a fee.

Leakware
Also known as Doxware; this insidious form of
ransomware threatens to extract and release

sensitive and confidential data unless the user
can pay the attacker’s price.



Ready to escape a 
ransomware attack?

If you are looking to create or refine your 
cyber-security strategy, reach out to one of 
our experts today!

https://www.thisiscae.com/network-infrastructure-security-workshop
https://www.thisiscae.com/network-infrastructure-security-workshop

