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Cyber security:



1.

Cyber security is just 
an issue for IT.



FICTION
Human error is the number one cause 

of cyber-attacks and threats entering your 
network. Due diligence and education 

is necessary for all users across 
an organisation.



Holding something of 
value, such as data, makes 

you a potential target.

2.



If you hold data you’re at risk of being 
hacked, no matter how big or small

the organisation you work for is.

FACT



A holistic approach to your
security strategy reduces

risk of gaps and cyber holes.

3.



Quality over quantity. Having a wide range
of tools to manage your cyber security 
is not only cumbersome, but is actually 

harder to track what each individual 
tool covers, and therefore indentify

where your gaps are.

FACT



We’ve been hacked before
and resolved the issue so

now we are secure.

4.



Being hit once does not mean you won’t
be hit again! As the threat landscape 

evolves, so should your security.

FICTION



Our people are trained once
a year to recognise threats,

they know what they 
are doing.

5.



Cyber threats are developed at a rapid pace.
Running workshops, and keeping your

team consistently updated with new and 
emerging threats means they have a 

better chance at protecting themselves
and your organisation.
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